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NOTE Receiving the time from the computer configuring the switch should 

be the last resort, such as after a power outage when no other time source 
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802.1 VLAN and Protocol
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• CDP Status—Select to enable CDP on the switch.

• CDP Frames Handling—If CDP is not enabled, select the action to be taken 

if a packet that matches the selected criteria is received:

- Bridging
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• CoS for Untrusted Ports—If Extended Trust is disabled on the port, this 

fields displays the Layer 2 CoS value, meaning, an 802.1D/802.1p priority 

value. This is the COS value with which all packets received on an untrusted 

port are remarked by the device.
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• Time to Live (sec)—Time interval (in seconds) after which the information for 

this neighbor is deleted.

• Capabilities—Capabilities advertised by neighbor.

• Platform—Information from Platform TLV of neighbor.

•
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The switch supports two modes of load balancing:

• By MAC Addresses—Based on the destination and source MAC addresses 

of all packets.

• By IP and MAC Addresses—Based on the destination and source IP 

addresses for IP packets, and destination and source MAC addresses for 

non-IP packets.

LAG Management

LAG Management
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Identifying Smartport Type

If Auto Smartport is globally enabled (in the Properties
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no_host

[no_host]
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ip_phone

[ip_phone]

#macro description ip_phone

#macro keywords $native_vlan $voice_vlan $max_hosts

#

#macro key description:   $native_vlan: The untag VLAN which will be configured on the port

#                         $voice_vlan: The voice VLAN ID
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VLAN Management

This section contains the following topics:

• VLANs

• Configuring Default VLAN Settings

• Creating VLANs

• Configuring VLAN Interface Settings

• Defining VLAN Membership

• Voice VLAN

VLANs

A VLAN is a logical group of ports that enables devices associated with it to 

communicate with each other over the Ethernet MAC layer, regardless of the 
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The Telephony OUI table is displayed:

• Telephony OUI—First six digits of the MAC address that are reserved for 
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For viewing the forwarding information when the mode is IP Address Group or IP 

and Source Group, use the IP Multicast Group Address page.

To define and view MAC Multicast groups:

STEP 1 Click 
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To enable IGMP Snooping and identify the switch as an IGMP Snooping Querier on 

a VLAN:

STEP 1 Click Multicast > IGMP Snooping. The 
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Configuring IP Information

Management and IP Interfaces
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Configuring Security

Defining Storm Control
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• Local IP Address—Local IP address through which the switch is offering the 

service.

• Local Port—Local UDP port through which the switch is offering the service.

•
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The switch uses the Secure Core Technology (SCT) feature, which ensures that 

the switch will receive and process management and protocol traffic, no matter 

how much total traffic is received. 
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