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DNS Servers:
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Step 10: 
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Step 1:
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Step 3: 
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Step 3:  At the top of the SNMP Credentials section, select an SNMP credential type to update (example: 
SNMPv2c Read). Click Add, select the radio button in the row next to the credential to update (a single credential 
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Tech tip

A common convention in IS-IS is to embed the loopback IP address into the unique NET, or system 
ID. For example, a loopback IP address 10.4.32.1��010.004.032.001��EHFRPHV�0100.0403.2001, 



page 41Cisco Validated Design

Deployment details

Step 2: 
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Procedure 7   Discover and manage network devices
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Step 3:  If there are any discovery failures, inspect the devices list, resolve the problem, and restart the discovery 
for those devices. 

Step 4:  After the discovery process ηnishes successfully, navigate to the main DNA Center dashboard, and 
then, under the Tools section, click Inventory. The discovered devices are displayed. After inventory collection 
completes, the devices show a status of Managed.
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Step 6: 
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Step 8:  After all required roles are assigned to the nodes in the fabric, at the bottom click Save
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!

interface Vlan3001

 description vrf interface to External router

 ip address 172.16.172.1 255.255.255.252
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 !

 address-family ipv4

  network 10.4.14.3 mask 255.255.255.255

  aggregate-address 10.4.14.0 255.255.255.0 summary-only

  redistribute isis level-2

  redistribute lisp metric 10

  neighbor 10.4.2.65 activate

  neighbor 10.4.14.4 activate

  neighbor 172.16.172.2 activate

  neighbor 172.16.172.2 weight 65535

 exit-address-family

 !        

 address-family ipv4 vrf DEFAULT_VN

  redistribute lisp metric 10

  neighbor 172.16.172.10 remote-as 65500

  neighbor 172.16.172.10 update-source Vlan3003

  neighbor 172.16.172.10 activate

  neighbor 172.16.172.10 weight 65535

 exit-address-family

 !

 address-family ipv4 vrf Workers

  redistribute lisp metric 10

  neighbor 172.16.172.6 remote-as 65500

  neighbor 172.16.172.6 update-source Vlan3002

  neighbor 172.16.172.6 activate

  neighbor 172.16.172.6 weight 65535

 exit-address-family

!

7KH�GHSOR\HG�FRQͩJXUDWLRQ�LQFOXGHV�95)��9/$1��DQG�%*3�HOHPHQWV�VLPLODU�WR�WKH�RQHV�VKRZQ�LQ�WKH�DERYH�
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Step 3: 
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Step 3:  If you are creating an HA SSO pair, go to the main DNA Center dashboard, navigate to 3529,6,21�!�
'HYLFHV�!�,QYHQWRU\, select the Device Name of the primary WLC (example: SDA-WLC1), on the right side in 
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Procedure 6
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Step 5:  Navigate to the main DNA Center dashboard, under Tools select Inventory, select the WLC being 
added, and then at the top in the Actions pulldown, select Resync. The APs associated with the WLC are 
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