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Data Center
Cisco ONETM Advanced Security: 
Threat Defense for Data Center

Virtualized firewall services

Advanced malware protection 
for network

Intrusion prevention

Blocks 280M+ 
out-of-policy websites

WAN and Edge
Cisco ONE Advanced Security: 

Threat Defense for WAN and Edge

Secure remote access 
and client VPN 

Advanced malware protection 
for network

Intrusion prevention

Blocks 280M+ 
out-of-policy websites 

 

Access
Cisco ONE Advanced Security: 
Policy and Threat Defense for Access

Centralized identity and 
context-based access 

Visibility, compliance, and 
MDM support

VPN and secure endpoint 

Access to 
latest threat 
intelligence 
and features 

Simple 
predefined 

offers 

Subscription 
based and 
midterm 

upgrades4

Cisco ONE  
Advanced Security for 
Data Center, WAN and 
Edge, and Access

Managing the Threat Landscape is Complicated

Global annual cost 
of cybercrime higher  

than $450 billion2

50 billion devices 
by 20201

On average, organizations 
have more than 
30 fragmented 

solutions deployed3

Managing your security software can be simpler. 

Complexity 
and Gaps

Dynamic Threat 
Landscape

Expanding 
Attack Surface 

Simplifying Security
Cisco ONE Software
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