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To address these challenges, Cisco is turning to Tetration Analytics (Cisco Tetration), its turnkey 
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invest a prohibitive amount of staff time. Once applications have been successfully migrated, the 

dynamic policy enforcement umbrella of Cisco ACI extends compliance acro〰̀
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Overview of Cisco Tetration 

Tetration Analytics is Cisco'
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FIGURE 4
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Benefits
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Cisco's IT team reports that Tetration not only supports its efforts to migrate 

more applications to its SDN zero-trust environment but also supports more 

efficient and robust management of its overall application environment. Of 

particular value is increased insight into application behavior and 

dependencies, which it realizes regardless of whether an application has 

already been migrated to its ACI whitelist environment. According to an IT 
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In total, these efficiencies with Tetration and ACI will enable Cisco to save 3,650 hours of staff time per 

100 applications as it maps their dependencies to support migration to its SDN environment and then 

implements a whitelist security model. Assuming a $100 per hour fully loaded cost of IT staff time, this 

would represent a saving of $365,000 per 100 applications that Cisco migrates to ACI and applies 

whitelist security models (see Figure 6).

FIGURE 6
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