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You can enable rsh support on a router to allow users on remote systems to execute commands.



For the rcp copy request to execute successfully, an account must be defined on the network server



After you verify the connection, ensure that a TFTP-bootable image is present on the server. This





In the following example, a router sends a copy of the file gs7-k.9.17 in Flash memory in
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.
Configuration register is 0x010F
The important information in this example is contained in the first line Cisco IOS (tm).. and in the line that
begins System image file.... The Cisco IOS (tm)... line shows the





Examples

The figure below illustrates a network configuration in which a router is configured to act as a RARP server
for a diskless workstation. In this example, the Sun workstation attempts to resolve its MAC





Examples

For example, if the DNS server address is specified as extended data for BOOTP responses, you will see
output similar to the following:

Router# show async bootp

The following extended data will be



Disabling DNS Reverse Lookup for rcmd
DNS Reverse Lookup for rcmd is enabled by default. You can disable the DNS check for
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Executing Commands Remotely Using rsh
To execute a command remotely on a network server using rsh, use the following commands in user EXEC
mode:

SUMMARY STEPS

1. enable
2. rsh {ip-address | host } [/userusername



Configuring the Router to Accept rcp Requests from Remote Users
To configure the Cisco IOS software to support incoming rcp requests, use the following





SUMMARY STEPS

1. enable
2. configure terminal
3. ip ftp username string
4. ip ftp password [type ] password
5. Do one of the following:

ip ftp passive

no
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