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A lower buffer-length value should be used with caution. If all the Network Management (NM) andWAN
interface card (WIC) slots in the router are filled with async cards, and each of



buffers
To make adjustments to initial public buffer pool settings and to the limits















calendar set
To manually set the hardware clock (calendar), use one of the





clear platform hardware capacity rewrite-engine counter
To clear the packet drop and performance counters of the central rewrite engine on











































exception crashinfo buffersize
To change the size of the buffer used for crashinfo files, use the exception













exception crashinfo maximum files
To enable a Cisco device to automatically delete old crashinfo files to help create space for writing the new
crashinfo files when a system crashes, use the exception crashinfo maximum files command in global
configuration mode. To disable automatic deletion of crashinfo files, use the no form of this command.

exception crashinfo maximum files file-numbers

no exception crashinfo maximum files file-numbers

Syntax Description



!
exception crashinfo maximum files 22

Related Commands





exception delay-dump
To pause or delay the dump of data error exceptions to the host, use the exception





















exception protocol
To configure the protocol used for core dumps, use the exception protocol command in global configuration
mode. To configure the router to use the default protocol, use the noform of this command.

exception protocol {ftp| rcp| tftp}

no exception protocol

Syntax Description Uses FTP for core dumps.ftp

Uses rcp for core dumps.rcp

Uses TFTP for core dumps. This is the default.tftp

Command Default









exception spurious-interrupt
To configure the router to create a core dump and reload after a specified number of



Related Commands







monitor event-trace cpu-report (global)
To monitor the collection of CPU report traces, use themonitor event-trace cpu-reportcommand in global
configuration mode.

monitor event-trace cpu-report {disable| dump-file location| enable| size| stacktrace



The following example shows how to disable the event tracing information:

Router# monitor event-trace cpu-report disable
The following example shows how to first clear the event tracing and then trace the call stacks at the tracepoints
4:

Router# monitor event-trace cpu-report stacktrace 4

Related Commands
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Command History













ntp authentication-key
To define an authentication key for Network Time Protocol (NTP), use the ntp authentication-key command
in global configuration mode. To remove the authentication key for NTP, use the no



















ntp clear drift
To reset the drift value stored in the persistent data file, use the ntp clear driftcommand in privileged EXEC
mode.

ntp clear drift

Syntax Description This command has no arguments or





ntp clock-period













ntp master
To configure the Cisco IOS software as a Network Time Protocol (NTP) master clock to





Related Commands







ntp maxdistance
To configure a maximum distance threshold value to govern the number of packets required for synchronization
of peers in Network Time Protocol version 4 (NTPv4), use the ntp maxdistance command in global
configuration mode. To set the maximum distance threshold to the default value, use the no form



If you had issued the ntp maxdistancemcu





Command History











ntp orphan
To enable a group of Network Time Protocol (NTP) devices to select one among them to



Related Commands DescriptionCommand

Configures the software clock to synchronize with a
peer or to be synchronized by a peer.

ntp peer

Allows the software clock to be synchronized by an
N z

N

atp















If you had issued the ntp peer command and you now want to remove not only this restriction, but also all
NTP functions from the device, use the no ntp command without any keywords or arguments.

If you use the no ntp command without keywords or arguments in global configuration



ntp refclock
To configure an external clock source for use with Network Time Protocol (NTP) services,



















ntp trusted-key
To authenticate the identity of a system to which Network Time Protocol (NTP) will



ModificationRelease

This commandwas modified.







show buffers leak
To display the details of all the buffers that are older than one minute in the







show buffers tune
To display the details of automatic tuning of buffers, use the show buffers tunecommand in user EXEC or
privileged EXEC mode.

show buffers tune

Syntax Description This command has no arguments or keywords.

Command Modes User EXEC (>) Privileged EXEC (#)

Command History ModificationRelease

This command was introduced.12.3(14)T

This command was integrated into Cisco IOS Release 12.2(33)SRB.12.2(33)SRB

Examples The following is samplO olloce llѯ M s f ea atѯ ѽ ᾗ f eers m$ U U





show buffers usage
To display the details of the buffer usage pattern in a specified buffer pool, use the show buffers usagecommand
in user EXEC or privileged EXEC mode.

show buffers usage [pool



Number of Buffers used by packets generated by system: 2
Number of Buffers used by incoming packets: 0
Statistics for the Header pool
Number of Buffers used by packets generated by system: 511
Number of Buffers used by incoming packets: 0
Statistics for the FS Header pool
Caller pc : 0x608F68FC count: 9
Resource User: Init count: 12
Caller pc
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The following is sample output from the show ntp packets mode client command:
Device# show ntp packets mode client

Ntp In packets client: 40
Ntp Out packets client: 50
The following is sample output from the show ntp packets mode passive command:
Device# show ntp packets mode passive

Ntp In packets symmetric-passive: 40
Ntp Out packets symmetric-passive: 50
The following is sample output from the show ntp packets mode server command:
Device# show ntp packets mode server

Ntp In packets server: 0
Ntp





show ntp status
To display the status of the Network Time Protocol (NTP), use the show ntp status



Table 10: show ntp status Field Descriptions



show sntp
To show information about the Simple Network Time Protocol (SNTP), use the show sntpcommand in EXEC
mode on a Cisco 1003, Cisco 1004, Cisco 1005, Cisco 1600, Cisco 1720, or Cisco 1750 router.

show sntp

Syntax Description This command



DescriptionField

Indicates a broadcast server.Bcast

Related Commands







172.21.28.34 4 3 00:00:36 Synced Bcast
Broadcast client mode is enabled.m









SNTP time servers should operate only at the root (stratum 1) of the subnet, and then only in configurations
where no other source of synchronization other than a reliable radio or modem time service is available. A
stratum 2 server cannot be used as an SNTP time server. The use of SNTP rather than NTP in primary servers
should be carefully considered.

Examples The following example enables the router to request and accept NTP packets from the server at 172.21.118.9
and displays sample show sntp command output:





time-period
To set the time increment for automatically saving an archive file of the current running configuration in the
Cisco configuration archive, use the time-period command in archive configuration mode. To



If this command is configured, an archive file of the current running configuration is automatically saved after
the given time specified by the minutes argument. Archive files continue to be automatically saved at this
given time increment until this function is disabled. Use themaximum command to set the maximum



time-range
To enable time-range configuration mode and define time ranges for functions (such as extended



After the time-range command, use the periodic time-range configuration command, the absolute time-range
configuration command, or some combination of them to define when the feature is in effect. Multiple periodic
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