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C H A P T E R 1
Cisco ISE-PIC Install





The PAN provides

https://communities.cisco.com/community/technology/security/pa/ise
http://cs.co/ise-resources
https://www.cisco.com/c/en/us/td/docs/security/ise/sns3500hig/b_ise_SNS3500HIG.html
https://www.cisco.com/c/en/us/td/docs/security/ise/sns3600hig/b_sns_3600_install.html


https://communities.cisco.com/community/technology/security/pa/ise
http://cs.co/ise-resources


https://www.cisco.com/c/en/us/products/collateral/security/identity-services-engine/data_sheet_c78-726524.html
https://www.cisco.com/c/en/us/products/collateral/security/identity-services-engine/data_sheet_c78-726524.html


Step 2 At the boot prompt, press 2 and Enter to install Cisco ISE-PIC using a





https://www.cisco.com/c/en/us/support/docs/security/identity-services-engine/200568-ISE-Password-Recovery-Mechanisms.html
https://www.cisco.com/c/en/us/support/docs/security/identity-services-engine/200568-ISE-Password-Recovery-Mechanisms.html


Now, you can log in to Cisco ISE-PIC using the username and password that was configured during the setup process.

Verify the Installation Process
To verify that you hav
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Install Cisco ISE-PIC
Verify the Installation Process





Verify the Upgrade Process, on page 19.

For details about the parts of this step, refer to:

Å Upgrade a Two-Node Deployment, on page 17

Å Verify the Upgrade Process, on page 19

Note

Å High����



1. Verifies that the URT is run on a standalone Cisco ISE-PIC node or a Secondary Administration Node

2. Checks if

https://www.cisco.com/c/en/us/td/docs/security/ise/2-4/install_guide/b_ise_InstallationGuide24/b_ise_InstallationGuide24_chapter_01.html#ID-1417-000000d9




https://www.cisco.com/c/en/us/td/docs/security/ise/2-2/install_guide/b_ise_InstallationGuide22/b_ise_InstallationGuide22_chapter_0110.html


Check Certificate Validity



When you download an upgrade bundle from a repository to a node, the download times out if it takes more
than 35 minutes

https://software.cisco.com/download/release.html?mdfid=283801620&flowid=26081&softwareid=283802505&release=2.1.0&relind=AVAILABLE&rellifecycle=&reltype=latest


After the upgrade is completeensure that you run the





Configuration and Data Upgrade Errors

During upgrade, the configuration database schema and data



Å Primary Administration NodeðIf there are upgrade failures on



Post-Upgrade Tasks
See the Identity Services Engine Passive Identity Connector



2. Click Update Value to update the registry.

A pop-up window appears. Read the message and accept the change. The AD
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