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absolute
To specify an absolute time



Usage Guidelines



Related Commands



buffer-length
To specify the maximum





buffers
To make adjustments to initial public buffer pool settings and to the limits







Table 1: Buffer Sizes for RADIUS Authentication



buffers huge size
To dyn amically





buffers tune automatic
To enable automatic tuning of buf



calendar set
To manually set the hardware clock (calendar), use one of the



Related Commands



clear platform hardware capacity rewrite-engine counter
To clear the packet drop and performance counters of the central rewrite engine on supervisors and line cards,
use the clear platform hardware capacity rewrite-engine counter command



clock calendar-valid





clock read-calendar
To





clock save interval



Saving the time at



clock set
To



Related Commands



clock summer-time



(Optional) End day of the week (Sunday, M一





clock timezone
To set the













exception core-file
T



Command History





exception crashinfo buffersize
To change the size of the buffer used for crashinfo files, use the exception crashinfo buffersizecommand



Examples



exception crashinfo dump
To specify the type of output









exception crashinfo maximum files
To enable a Cisco device to automatically delete old crashinfo files to help create space for writing the new
crashinfo files when a system crashes, use the exception crashinfo maximum files command in global
configuration mode. To disable automatic deletion of crashinfo files, use the no form of this command.

exception crashinfo maximum files file-numbers

no exception crashinfo maximum files file-numbers

Syntax Description



�
H[FHSWLRQ FUDVKLQIR PD[LPXP ILOHV ��

Related Commands DescriptionCommand

Changes the size of the crashinfo buffer.



exception data-corruption
To manage data error



exception delay-dump
To pause or delay the dump of data error exceptions to the host, use the exception delay-dumpcommand in
global configuration mode. To disable the delay in the dump o〰刀





5RXWHU�FRQILJ�� LS IWS



exception linecard



If



exception memory
To set free memory and memory block size



Command Modes Global configuration (config)

Command History





exception memory ignore overflow
To configure the



is required more often than the configured



exception protocol
To configure the protocol used for core dumps, use the exception protocol command in global configuration
mode. To configure the router to use the default protocol, use the noform of this command.

exception protocol {ftp| rcp| tftp}

no exception protocol

Syntax Description Uses FTP for core dumps.ftp

Uses rcp for core dumps.rcp

Uses TFTP for core dumps. This is the default.tftp

Command Default TFTP

Command Modes GlobalGonfiguration



5RXWHU�FRQILJ�� H[FHSWLRQ SURWRFRO IWS

5RXWHU�FRQILJ�� H[FHSWLRQ



exception region-size
To specify





exception spurious-interrupt
To configure the router to create a core dump and reload after a specified number of spurious interrupts, use
the exception



Related Commands





The following example shows how to enable continuous event



monitor event-trace cpu-report (global)
To monitor the collection of CPU report traces, use the monitor event-trace cpu-reportcommand in global
configuration mode.

monitor event-trace cpu-report {disable| dump-file location| enable| size| stacktrace



The following example shows how to disable the event tracing information:

5RXWHU� PRQLWRU HYHQW�WUDFH FSX�UHSRUW GLVDEOH
The following example shows how to first clear the event tracing and then trace the call stacks at the tracepoints
4:

5RXWHU� PRQLWRU HYHQW�WUDFH FSX�UHSRUW VWDFNWUDFH �

Related Commands
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ವ ntp update-calendar



ntp access-group



Command History



If you do not specify the



ntp allow mode private

Effective





Y









Related Commands







ntp broadcast client
T







The NTP service can be activated by entering any ntp command. When you use the ntp
br



ntp clear drift
To reset the drift value stored in the persistent data file, use the ntp clear driftcommand in privileged EXEC
mode.

ntp clear drift

Syntax Description This command has no arguments or keywords.

Command Default The drift value stored in





ntp clock-period



Usage Guidelines Do not







ntp logging
To





ntp master
To configure the Cisco IOS software as a Network Time Protocol (NTP) master clock to which peers
synchronize themselves when an external NTP





Related Commands



ntp max-associations
To



Usage Guidelines The



ntp maxdistance
To configure a maximum distance threshold value to govern the number of packets required for synchronization
of peers in Network Time Protocol version 4 (NTPv4), use the ntp maxdistance command in global
configuration mode. To set the maximum distance threshold to the default value, use the no form of this
command.

ntp maxdistance threshold儀䝗
ㄠ〠〠ㄠ㔳〮㐱㈠朴㔳⹋e



If you had issued the ntp maxdistancemcu





Command History





ntp multicast client
To configure the system to receive Network Time







ntp orphan
To enable a group of Network Time Protocol (NTP) devices to select one among them to be the simulated
Coordinated Universal Time (UTC) source if all real-time clock sources become inaccessible,



Related Commands DescriptionCommand

Configures the software clock to synchronize with a
peer or to be synchronized by a peer.

ntp peer

Allows the software clock to be synchronized by an
N地がz倰え

Nᄀ

atp















If you had issued the ntp peer command and you now want to remove not only this restriction, but also all
NTP functions from the device, use the no ntp command without any keywords or arguments.

If you use the no ntp command without keywords or arguments in global configuration mode, all NTP
configurations are removed⸳〰っ〰し



ntp refclock
To configure an external clock source for use with Network Time Protocol (NTP) services, use the ntp refclock



Command History



To terminate the



ntp server
To configure a router to allow its software clock







When you enter the no ntp server command,





used as the destination for reply packets. If the



ntp trusted-key
To authenticate the identity of a system to which Network Time Protocol (NTP) will synchronize, use the ntp
trusted-key command in global configuration



ModificationRelease

This command was modified. The - end-key-number argument was added.15.2(3)T

Usage Guidelines



ntp update-calendar
To periodically update the hardware clockcȰこdate



specified by the NTP source. The hardware clock



show buffers leak
To display the details of all the buffers that are older than one minute in the system,



��')���� (����(� 0LGGO ��� � � � 1RQH 1RQH ((0 (' 6\
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show buffers tune
To display the details of automatic tuning of buffers, use the show buffers tunecommand in user EXEC or
privileged EXEC mode.

show buffers tune

Syntax Description This command has no arguments or keywords.

Command Modes User EXEC (>) Privileged EXEC (#)

Command History ModificationRelease

This command was introduced.12.3(14)T

This command was integrated into Cisco IOS Release 12.2(33)SRB.12.2(33)SRB

Examples The following is samplO‶㔶⸳㜴⁔洊⡪਱‰嘀䐀倀㌰㜀䬀䠩呪਱⁒〰倀䐀坓〰倀䐂‵㠱⸲ㄲ⁔洊⠱⸳㡉olloce倲‵㠱⸲ㄲ⁔洊⠀䘀げllР㄰⁔昊ㄠ〠〠ㄠ㌸㘮㜴㈠㘵㘮㌷㐠呭⠁嘀䐀倀匀伄‱〠呦਱‰‰‱‱㘸⸱㜠㘱㜮㈹㌠呭㌳㈴⁬嘀䐀倀匀䠀唀嘩呪ਯ䘴‱〠呦਱‰‰‱′〱⸲‶ㄷ⸲㤳⁔洊㌶㌀M刀伀伄‱〠㈠㄰⁔昊ㄠ〠〠ㄠ㐶㈮㠲㈠㘵㘮㌷㐠呭ਨ⡌s⥔樊ㄠ〠〠㄰〰䐀儀䜩呪਱‰‰‱″㘴⸸㔀┳㔲‵㠱⸮〳㐠洮㐠〰〷㈰〰㝳瑯㘠㐷㘮㘵㜵⸲ㄴ㐠㐹㤮㘵㜵⸲ㄴ㐠㐹㤮㈰〰㝳瑯‴㔳⸱㠷⁭਱㐴〠ㄠㄶ‸〹⸵ㄶ⁔洊⠀㝭ਨfくea到ぐatР㄰⁔昊ㄠЮ㌵㜠㐯䘷‸〹⸵ㄶ⁔洊⠀⠇洊⠀䤰伀䠀伄‱〠呦਱‰‰‱ㄮ㈱㈠呭ਨݭਨfくeers⥔樊⽆㐠㄰⁔昊ㄠ〠〠㄰いm�洊⠀䤰伀䠄‱〠㈠㄰⁔昊ㄠ〠〠ㄠ㐶‸〹⸵ㄶ⁔洊⠀㝭㜷⠸〰䠩呪਱‰‰‱〰お⥔樊ㄠ〠〠ㄠ㌱㈮㈶㈠㘵㘮㌷㐠吱㜷㝭㜷⠸〰䠩呪਱‰‰‱′㈱⹓㈲ㄮ匲㈱⹔樊ㄠ〠〠ㄠ㈵㈮㌠㔴㔮㈱㈠呭ਨੑਸ㝭㜷⠸〰䠩呪਱⁉‰‱′㠹⸲㔠㔸ㄮ㈱㈠呭਴〷洷㜨㠰え⥔樊ㄠ〠〠ㄠ㈰㈮㤶㈠㘵㘮㌷㐠呭㔇洷㜨㠰え⥔樊ㄠ匠〠ㄠ㈸㤮〰ずU‵㐵⸲ㄲ⁔洊⠳〰㝭㜷⠸〰䠩呪਱‶〰䜩呪਱‰‰‱估ずU‵㐵⸲ㄲ⁔洰〰㝭㘹‱〸〰䠩呪਱‰‰‱〰お⥔樊ㄠ〠〠ㄠ㌱㈮㈶㈠㘵㘮㌷㐠吱㜷㝭㘹‱〸〰䠩呪਱‰‰‱′㈱⹓㈲ㄮ匲㈱⹔樊ㄠ〠〠ㄠ㈵㈮㌠㔴㔮㈱㈠呭ਨੑਸ㝭㘹‱〸〰䠩呪਱⁄〰䐂‵㠱⸲ㄲ⁔洊㌵〰㝭㘹‱〸〰䠀



Related Commands



show buffers usage
To display the details of the buffer usage pattern in a specified buffer pool, use the show buffers usagecommand
in user EXEC or privileged EXEC mode.

show buffers usage [poolCC



1XPEHU RI %XIIHUV XVHG E\ SDFNHWV JHQHUDWHG E\ V\VWHP� �
1XPEHU RI %XIIHUV XVHG E\ LQFRPLQJ SDFNHWV� �
6WDWLVWLFV IRU WKH +HDGHU SRRO
1XPEHU RI %XIIHUV XVHG E\ SDFNHWV JHQHUDWHG E\ V\VWHP� ���
1XPEHU RI %XIIHUV XVHG E\ LQFRPLQJ SDFNHWV� �
6WDWLVWLFV IRU WKH )6 +HDGHU SRRO
&DOOHU SF � �[���)��)& FRXQW� �
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show ntp info
To display static information about Network Time Protocol (NTP) entities,







The following is sample output from the show ntp packets mode client command:
'HYLFH� VKRZ QWS SDFNHWV PRGH FOLHQW

1WS ,Q SDFNHWV FOLHQW� ��
1WS 2XW SDFNHWV FOLHQW� ��
The following is sample output from the show ntp packets mode passive command:
'HYLFH� VKRZ QWS SDFNHWV PRGH SDVVLYH

1WS ,Q SDFNHWV V\PPHWULF�SDVVLYH� ��
1WS 2XW SDFNHWV V\PPHWULF�SDVVLYH� ��
The following is sample output from the show ntp packets mode server command:
'HYLFH� VKRZ QWS SDFNHWV PRGH VHUYHU

1WS ,Q SDFNHWV VHUYHU� �
1WS 2XW SDFNHWV VHUYHU� �
The following Mがng

fromntp





show ntp status
To display the status of the Network Time Protocol (NTP), use the show ntp status command



Table 10: show ntp status Field Descriptions



show sntp
To show information about the Simple Network Time Protocol (SNTP), use the show sntpcommand in EXEC
mode on a Cisco 1003, Cisco 1004, Cisco 1005, Cisco 1600, Cisco 1720, or Cisco 1750 router.

show sntp

Syntax Description This command

‰‰さ



DescriptionField

Indicates a broadcast server.Bcast

Related Commands



show time-range
To display information about configured time ranges, use the show time-range command尰〰䐀儀ぇ



sntp broadcast client
To use the Simple Network Time Protocol (SNTP) to accept Network Time Protocol



������������ � � �������� 6\QFHG %FDVW
%URDGFDVW FOLHQW PRGH LV HQDEOHG�P�



sntp logging
To enable Simple Network Time Protocol (SNTP) message logging, use





sntp server
T



SNTP time servers should operate only at the root (stratum 1) of the subnet, and then only in configurations
where no other source of synchronization other than a reliable radio or modem time service is available. A
stratum 2 server cannot be used as an SNTP time server. The use of SNTP rather than NTP in primary servers
should be carefully considered.

Examples The following example enables the router to request and accept NTP packets from the server at 172.21.118.9
and displays sample show sntp command output:

5RXWHU�FRQILJ�� VQWS V8㠠㘷㐮㔷㌠呭ਨVHU0嘀㠸‶㜴⸵㜳⁔㠮〵RXWᔀᄀᔀ᐀ᄀᐩ呪਱‰‰‱‵㔸⸵〰】�

5⠀㤱〰堀圀䠀唀଀䘀刀儀䤀䰀䨀ఀ؀



sntp source-interface



time-period
To set the time increment for automatically saving an archive file of the current running configuration in the
Cisco configuration archive, use the time-period command in archive configuration mode. To disable this
function, use the no form of this command.

time-period minutes

no time-period



If this command is configured, an archive file of the current running configuration is automatically saved after
the given time specified by the minutes argument. Archive files continue to be automatically saved at this
given time increment until this function is disabled. Use the maximum command to set the maximum number
of



time-range
To enable time-range configuration mode and define time ranges for functions (such as extended access lists),
use the time-range command in



After the time-range command, use the periodic time-range configuration command, the absolute time-range
configuration command, or some combination of them to define when the feature is in effect. Multiple periodic
commands
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